CDC is Hiring Cybersecurity Professionals
Apply to Join Our Team Today!

Team Lead Cybersecurity Jobs (Apply by November 18, 2019)

Lead IT Cybersecurity Specialist (Direct Hire), GS-2210-14
(1 vacancy in Atlanta, GA – open to all US citizens)

- **Office:** Office of the Chief Information Officer (OCIO) - Cyberintelligence and Insider Threat Branch
- **Duties:** Lead a team of IT professionals performing cybersecurity mission-related work in adherence to the workforce framework for cybersecurity specialty areas
- **Experience/Expertise:** In one or more of the following areas- All Source Intelligence; Threat Analysis; Digital Forensics; Cyber Operations; Cybersecurity Program/Project Management; and Cybersecurity Supervision, Management, and Leadership
- **Desired Certifications:** Certified Information Systems Security Professional (CISSP) and Certified Ethical Hacker (CEH)

[Learn more and apply today!](#)

Lead IT Cybersecurity Specialist (Direct Hire), GS-2210-14
(3 vacancies in Atlanta, GA – open to all US citizens)

- **Office:** OCIO’s Risk and Compliance Branch and the Policy Branch
- **Duties:** Lead a team of IT professionals performing cybersecurity mission-related work in adherence to the workforce framework for cybersecurity specialty areas
- **Experience/Expertise:** In one or more of the following areas- Vulnerability Assessment and Management; Information Assurance (IA) Compliance; Systems Requirements Planning; Test and Evaluation; Education and Training; Strategic Planning and Policy Development; Cybersecurity Program/Project Management; and Cybersecurity Supervision, Management, and Leadership
- **Desired Certifications:** Certified Information Systems Security Professional (CISSP); Certified in Risk and Information Systems Control (CRISC); Certified Information Systems Auditor (CISA); Certified Information Security Manager (CISM)

[Learn more and apply today!](#)
Lead IT Cybersecurity Specialist (Direct Hire), GS-2210-14
(2 vacancies in Atlanta, GA – open to all US citizens)

- **Office**: OCIO’s Advanced Threat Protection Branch
- **Duties**: Lead a team of IT professionals performing cybersecurity mission-related work in adherence to the workforce framework for cybersecurity specialty areas.
- **Experience/Expertise**: In one or more of the following areas- Exploitation Analysis; Digital Forensics; Investigation; Incident Response; Cybersecurity Program/Project Management; and Cybersecurity Supervision, Management, and Leadership
- **Desired Certifications**: Certified Information Systems Security Professional (CISSP) and Certified Ethical Hacker (CEH)

Learn more and apply today!

Supervisory Cybersecurity Jobs (Apply by November 22, 2019)

Supervisory IT Cybersecurity Specialist (Direct Hire), GS-2210-15
(2 vacancies in Atlanta, GA – open to all US citizens)

- **Office**: OCIO’s Advanced Threat Protection Branch and the Cyberintelligence and Insider Threat Branch
- **Duties**: Oversee CDC-wide cybersecurity functions, privacy breach and incident response, risk management, threat protection, and compliance to ensure the protection of CDC data and the safety of CDC’s public health mission.
- **Experience/Expertise**: In one or more of the following areas- All Source Intelligence; Exploitation Analysis; Threat Analysis; Digital Forensics; Investigation; Cyber Operations; Incident Response; and Cybersecurity Supervision, Management, and Leadership
- **Desired Certifications**: Certified Information Systems Security Professional (CISSP) and Certified Ethical Hacker (CEH)

Learn more and apply today!

Supervisory IT Cybersecurity Specialist (Direct Hire), GS-2210-15
(2 vacancies in Atlanta, GA – open to all US citizens)

- **Office**: OCIO’s Risk and Compliance Branch and the Policy Branch
- **Duties**: Oversee CDC-wide cybersecurity functions, risk management, threat protection, and compliance to ensure the safety of CDC’s public health mission.
- **Experience/Expertise**: In one or more of the following areas- Vulnerability Assessment and Management; Information Assurance (IA) Compliance; Systems Requirements Planning; Test and Evaluation; Education and Training; Strategic Planning and Policy Development; and Cybersecurity Supervision, Management, and Leadership
- **Desired Certifications**: Certified Information Systems Security Professional (CISSP); Certified in Risk and Information Systems Control (CRISC); Certified Information Systems Auditor (CISA); Certified Information Security Manager (CISM)

Learn more and apply today!
Supervisory IT Cybersecurity Specialist (Direct Hire), GS-2210-15
(1 vacancy in Atlanta, GA – open to all US citizens)

- **Office**: OCIO’s Engineering and Technology Branch
- **Duties**: Oversee CDC-wide cybersecurity functions, risk management, technology assessments and integration processes, and compliance to ensure the protection of CDC data and the safety of CDC’s public health mission.
- **Experience/Expertise**: In one or more of the following areas- Network Services; Software Assurance and Security Engineering; Systems Security Architecture; Technology Research and Development; and Cybersecurity Supervision, Management, and Leadership
- **Desired Certifications**: Certified Information Systems Security Professional (CISSP)

Learn more and apply today!

Browse our [Careers at CDC website](#) for a listing of all CDC job openings. Also learn more about federal employee salary and benefits, diversity and inclusion and our workplace culture, and [helpful resume and interviewing tips](#).